Hackers, viruses and software piracy
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How would you define a hacker?

2) Why do people become hackers?

3) What type of information do hackers look for when they have gained access to computer systems?

4) How do you think that hackers may be able to blackmail companies?

5) Why do you think that stand alone machines ,i.e. machines not connected to networks are usually safe from hackers?

6) Which law  is broken by computer hackers?

7) What is the maximum penalty for persons taken to court for hacking?

8) What software measures can be taken to prevent hackers?

9) What is encryption of data? 

10) What are computer viruses?

11) How do viruses spread?

12) Describe two measures that can be taken to prevent viruses from infecting your computer.

13) What are the major risks created by computer viruses?

14) Why is it important to update anti virus software frequently?

15) How will making regular backups help if you are infected with a computer virus?

16) What is the maximum penalty for distributing a virus?

17) Why do you think that pirated software is far more likely to be infected with viruses than original software distributed by manufacturers?
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